**Aspectos de segurança Empresa XY**

**Equipamentos**

- Todos os servidores, desktops, notebooks precisarão estar com o Antivírus corporativo instalado e atualizado. Deverão também estar com as ultimas versões de softwares e atualizados com os patches de correções mais recentes;

- Os ativos de rede e servidores deverão ficar em salas climatizadas, trancadas e com acesso restrito aos colaboradores do setor de TI;

- Os servidores e aplicações hospedadas passarão por validação de segurança e checagem de vulnerabilidades em seu deployment e posteriormente em auditorias anuais de complience;

- Todos os logs de acesso a pastas, arquivos, aplicações deverão ser armazenados por no mínimo um ano a partir da data do evento;

- As senhas padrões de todos os equipamentos de rede (placas de gerência, Access Points, Web Interface, etc) deverão ser trocados por uma senha administrativa do setor de TI.

**Usuários**

- Usuários terão acesso padrão aos computadores e nenhum aos Servidores e ativos de rede;

- Somente Administradores de Rede poderão acessar os equipamentos de rede e servidores, e somente utilizando um usuário Admin especifico único e não transferível para tal;

- Todos os usuários da rede deverão utilizar uma senha forte, alfanumérica, contendo caracteres especiais entre maiúsculas e minúsculas;

- Qualquer tipo de solicitação de acesso precisa ser aprovado pelo gestor da área e encaminhado para o setor de TI;

- Os computadores deverão conter apenas programas e aplicações homologadas e instaladas pela TI;

- Celulares corporativos deverão estar sincronizados com o sistema da empresa e serem mantidos com GPS e antenas ligadas;